
























Where a breach of the company's computer systems is suspected, to identify the breach and advise 

on corrective measures, the Data Protection Lead will seek support from the company's IT provider: 

The theft of data, whether as a result of shortcomings in the physical security arrangements on the 

premises, the hacking and penetration of computer systems, or theft by a member of staff, will be 

reported immediately to the police. 

The breach, investigation and corrective actions will be documented and filed on the data protection 

risk register. So, too, should reports made to the ICO. 

All personal data breaches, however minor, and whether reportable or not, such as non-compliance 

with the company's clear desk policy, will be recorded in the data protection risk register, held by 

the Data Protection Lead. 
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